
Full list of Active Directory Reports included in the AD Pro Toolkit 

https://activedirectorypro.com/reporting/ 

 

User Reports 

General 

All Users 

All Contacts 

Count of users in the domain 

Count of users in each OU 

Users allowed to dial-in 

User not allowed to dial-in 

Users with home directory 

Users with no home directory 

users with thumbnail 

Users with no thumbnail 

Users with logon script 

users with no logon script 

Users with manager 

users with no manager 

users that are a manager 

User account control value for all users 

User account control is not 512 (normal users) 

Users protected from accidental deletion 

Users not protected from accidental deletion 

Users not a member of specific groups 

Account Status 

Enable users 

Disabled Users 

Locked Users 

Recently Created users 

Recently Modified Users 

users with account that do not expire 

User with account that do expire 

Users with an expire account 

Users with an account set to expire in next 7 days 

Users with an account set to expire in next 30 days 

Account Options 

Account is sensitive and cannot be delegated 

Do not require kerberos preauthentication 



Smart card is required for interactive logon 

Users with account trusted for delegation 

Users store password using reversible encryption 

Password Reports 

Bad password count for all users 

Bad password attempts 

Password recently changed 

Password expiration date 

Users bad password time 

Users password last set date 

Users that don't require a password 

Users that must change password at next logon 

Users with a password set to never expire 

Uses that cannot change password 

Users with expire password 

Logon Reports 

Inactive Users 

Inactive Users who are enabled 

Inactive Users for 90 Days+ 

Inactive users for 120 days 

Last Logon Report 

Users logon hours report 

Users last logon date 

Users who can log on to all computers 

Users who can log on to selected computers 

Users who logged on today 

Users who logged on last 7 days 

Users who logged on last 30 days 

Users that have not logged on in last 30 days 

Users that have not logged on in last 60 days 

Computer Reports 

General 

All Computers 

All Domain Controllers 

All Workstations 

All Servers 

All Computers and OU 

All Computers and IPv4 Address 

All Computers with no description 

Computers Password last set date 

Managed computers 



Unmanaged computers 

Account Status 

Enabled Computers 

Disabled Computers 

Deleted Computers 

Computers created in last 7 days 

Computers created in last 30 days 

Computers created in last 60 days 

Computers created in last 90 days 

Computers modified in last 7 days 

Computers modified in last 30 days 

Computers modified in last 60 days 

Computers modified in last 90 days 

Computers trusted for delegation 

Logon Reports 

All computers last logon date 

Computers who logged on last 1 days 

Computers who logged on last 7 days 

Computers who logged on last 30 days 

Inactive Computers 

Inactive computers for 30 days 

Inactive computers for 60 days 

Inactive computers for 90 days 

Inactive computers for 365 days 

OS 

All computers by OS + count 

All workstation by OS + count 

All servers grouped by OS + count 

Computers with non Windows operating system 

Computers with Windows 10 

Computers with Windows 11 

Computers with Windows 7 

Computers with Windows 8 

Computers with Windows xp 

Computers with Windows Server 2003 

Computers with Windows Server 2008 

Computers with Windows Server 2008 R2 

Computers with Windows Server 2012 

Computers with Windows Server 2012 R2 

Computers with Windows Server 2016 

Computers with Windows Server 2019 



Computers with Windows Server 2022 

Group Reports 

General 

All groups 

Built-in groups 

Deleted groups 

Group membership report 

Groups created in last 7 days 

Groups created in last 30 days 

Groups created in last 60 days 

Groups modified in last 1 day 

Groups modified in last 7 day 

Groups modified in last 30 day 

Groups modified in last 60 day 

Groups with members 

Groups with no members 

Members of domain admins 

Managed groups 

Unmanaged groups 

Security Groups 

All security groups 

Built-in security groups 

Global security groups 

Local security groups 

Universal security groups 

Distribution groups 

All distribution groups 

Empty distribution groups 

Global distribution groups 

Local distribution groups 

Universal distribution groups 

System 

Groups not protected from accidental deletion 

Groups protected from accidental deletion 

Group Policy Reports 

All GPOs 

All settings disabled GPOs 

All settings enabled GPOs 

Computer configuration disabled 

User configuration disabled 

Deleted GPOs 



GPOs created last 7 days 

GPOs created last 30 days 

GPOs created last 60 days 

GPOs modified last 1 days 

GPOs modified last 7 days 

GPOs modified last 30 days 

Link not enabled 

Enforced Enabled 

Block inheritance enabled 

OU linked GPOs 

Site linked GPOs 

Domain linked GPOs 

GPOs and security filtering 

GPOs and WMI filtering 

OU Reports 

All organization units 

All OUs and object count 

Deleted OUs 

Managed OUs 

Unmanaged OUs 

OUs with computers 

OUs with users 

OUs with groups 

OUs created last 7 days 

OUs created last 30 days 

OUs modified last 7 days 

OUs modified last 30 days 

OUs with linked GPOs 

OUs without members 

OUs not protected 

OUs protected 

Security Reports 

General 

Admins with old passwords 

Admins with Kerberos (SPNs) 

Default Domain Administrator 

Built-in privileged groups 

Krbtgt account 

Domain password policy 

Fine grained password policy 

Protected users 



Tombstone lifetime 

Forest functional level 

Duplicate service principal names (SPNs) 

BitLocker recovery keys 

LAPS Passwords 

LAPS Passwords (Legacy) 

User Account Issues 

Inactive account (logon over 90 days) 

Inactive account (password older than 180 days) 

Reversible encryption 

Password no required 

Password never expires 

Use only kerberos DES encryption types 

Do not require kerberos preauthentication 

SID history 

  


